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Esra Family Suite Hotel olarak, misafirlerimiz, paydaslarimiz ve ¢alisanlarimiza ait
bilgi varliklarinin ve tiim faaliyetlere iliskin bilgilerin korunmasina ve sistemli
yonetilmesini hedefleriz. Tiim ¢alisanlarimiza ve ilgili ii¢lincii taraflara bilgi giivenligi
politikamiz duyurulmaktadir ve ilgililer gereklerini yerine getirmekten bizzat
sorumludur.

Bunu saglamak i¢in;

e Ilgili kanun ve mevzuatlara uygun hareket etmeyi,

e (Calisanlarimiza verdigimiz egitimler ile bilgi giivenligi biling ve farkindaliklarin
artirmayr ve bilgi gilivenligi yonetim sistemimizin c¢alisanlarimiz tarafindan
dikkate alinmasini saglamay1 ve calisanlarin yetkileri diginda bilgi varliklarina
ulagimini engellemeyi,

e Bilgi ve veri giivenligini saglamak igin gerekli arastirma, gelistirme ve
degerlendirme c¢alismalarini yapmayi1 ve ara kontroller ile sistem siirekliligini
izlemeyi,

e Bilgi yonetim sistemimize karsi yapilacak saldirilardan korunmak i¢in uygun
giivenlik onlemleri almay,

e Bilgi varliklarina iliskin riskleri tespit etmeyi ve yonetmeyi, gerekli aksiyonlari
almayi, bilginin korunmasi icin siirekli iyilestirme anlayis1 ile caligmalar
yapmayi,

e Bilginin sahibi istemedikce, yetki verilmedik¢e veya yasal gereklilikler
olugsmadikea bilgi paylasmamayi,

e Teknolojik ve yazilimsal gelismeleri takip ederek mevcut sistemimizde
revizyonlar gergeklestirmeyi, verinin giincel ve dogru olmasini saglamayi ve
bunlar1 yaparken de ¢evre koruma bilinci ile hareket etmeyi,

e Kigsisel verileri ve sirket icin onemli bilgilerin iceren dijital ve diger ortamlarin
ulagilabilirligi, yedeklenmesi ve korunmasi amaciyla gerekli teknik ve idari
tedbirleri almay,

e Ust yonetim tarafindan bilgi sistemlerine iliskin giivenlik 6nlemlerinin uygun
diizeye getirilmesi icin yeterli kaynagi tahsis etmeyi,

e Bilgi islenirken, iletilirken, muhafaza edilirken ve diger tiim asamalarinda
gizlilik, biitlinliik ve erisilebilirlik 6zelliklerini yapilan isin ve ilgili bilginin
gereklerine uygun seviyede korumayi taahhiit ederiz.
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As Esra Family Suite Hotel, we aim to protect and systematically manage the
information assets of our guests, stakeholders and employees and information on all
activities. Our information security policy is announced to all our employees and
relevant third parties and those concerned are personally responsible for fulfilling the
requirements.

To ensure that;

To act in accordance with the relevant laws and regulations,

To increase the awareness and consciousness of information security with the
trainings we provide to our employees, to ensure that our information security
management system is taken into consideration by our employees and to prevent
employees from accessing information assets without their authorisation,

To carry out the necessary research, development and evaluation studies to
ensure information and data security and to monitor system continuity with
interim controls,

To take appropriate security measures to protect against attacks against our
information management system,

To identify and manage risks related to information assets, to take necessary
actions, to work with the understanding of continuous improvement for the
protection of information,

Not to share information unless requested, authorised or legally required by the
owner of the information,

To make revisions in our existing system by following technological and
software developments, to ensure that the data is up-to-date and accurate, and to
act with environmental protection awareness while doing these,

To take the necessary technical and administrative measures for the accessibility,
backup and protection of digital and other media containing personal data and
important information for the company,

To allocate sufficient resources to bring the security measures related to
information systems to the appropriate level by senior management,

We undertake to protect the confidentiality, integrity and accessibility of
information while processing, transmitting, maintaining and at all other stages at
a level appropriate to the requirements of the work performed and the relevant
information.
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